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Technology is the most fantastic, useful tool in our lives today and no more so than in current times. 

Being able to communicate with friends and family, home schooling, working from home and gaming 

to past the time in lockdown. However, there is a darker side to the internet that we all need to be 

aware of and as parents and carers we need to keep up with this ever-changing world. In this issue we 

have tried to offer some advice and links so we can all check that we are doing the best we can to 

protect ourselves and families. 

These icons are seen in every day life by adults and children. Some can be a 

great way to keeping in touch with others, but some consideration should be 

given to how time online is being used and how much time is spent online.  

 

 

 Talk regularly to your child about what they are on and who they are 

talking to. 

 Try to keep technology in a communal place so you can check what 

they are watching or doing as you walk past. 

 Ask your child to show you what they’re doing so you understand 

them. 

 Be positive about things you are shown, but also be open about things 

you are worried about. 

 Ask about their online friends and how they know they are who they 

say they are. 

 Listen to the reason why your child want to use a website or app that 

you don’t think is suitable so you can talk through these together. 

6 –10  As internet use grows, learn about 

the steps you can make to establish 

positive behaviour and how you can 

teach your child to stay safe. Read More 

Supporting families online 
Get expert support and practical 

tips to help children benefit from 

connected technology and the 

internet safely and smartly. 

Website 

This a great website that 

enables you to review and see 

what your children are 

watching before the do. 

Website 

Child Friendly Apps 

 0-5 With so many websites and apps 
targeting pre-schoolers find out the 
simple steps, you can take to protect 
your young children.  Read  More 

11—14 As your child makes the 
important transition from primary to 
secondary school make sure your 
knowledge increases with theirs. Read 

more 

14+As internet access becomes part of 
your child’s daily life learn about how 
you can have positive conversations 
about their internet use. Read more 

https://www.internetmatters.org/advice/6-10/
https://www.internetmatters.org/
https://www.commonsensemedia.org/
https://www.internetmatters.org/hub/guidance/child-friendly-apps-your-children-will-enjoy/
https://www.internetmatters.org/advice/0-5/
https://www.internetmatters.org/advice/11-13/
https://www.internetmatters.org/advice/11-13/
https://www.internetmatters.org/advice/14plus/


Getting screen time balance 

Screen time can offer children opportunities to learn and develop 

new skills at a touch of a button but like anything, too much of it 

can have a negative effect on their wellbeing.  

As children get older and more independent online, finding the right 

balance for your family can be challenging but the key is to think 

about it early on and set some clear 

boundaries around their online use. 

Balancing Screen time advice 7-11 

Balancing Screen time advice 11 -1 14 

Balancing Screen time advice 14+  

Top 5 Tips 

1. Create screen time rules together—get them involved in the 

process of settings simple rules 

2. Take an active role in their digital life—get engaged and stay 

engaged in their digital life 

3. Equip them with know-how to manage risk online 

4. Use tools to manage their screen time and access to media—

make use of free and premium tools available  

5. Encourage them to be selective about what they do online– 

help them avoid mindless scrolling. 

On Line Gaming  

Online gaming means you can play in real time with 

people across the world through a computer, games 

console, tablet or smartphone connected to the 

internet. Games can offer children a world of 

adventure to immerse themselves in, but it’s 

important to understand how children can stay safe 

and what games are appropriate for their age. 

To support parents,  Internetmatters.org created a 

hub of advice to explain and understand the world of 

online gaming and encourage children to game safely 

and responsibly online.  

 Online gaming—The Basic 

 Online gaming—The Risk 

 Online gaming— The Benefits 

  Online gaming—The Resources 

 Game safe 

Smartphones and other devices 

Children are using devices at a younger age so it’s important to consider setting controls on the devices they use. Use this link 

to find your device.  

 

Pre-installed parental controls are available for most smartphones, tablets, laptops and game consoles, and are part of the system 

when you buy them. You can often download additional parental control apps and software to supplement these controls. But 

the most important thing is to set the controls on the device itself. 

 

Device controls can cover a variety of functions, however they usually restrict access to specific features and functions that 

exist on the device. You might also be able to control whether your child can download new apps, or prevent them from 

purchasing something in the app store. 

 

In general, device controls won’t filter out specific types of content through the internet. You’ll also need to set these controls 

separately on any entertainment site or apps they use (such as YouTube or Netflix) and on the network, they are connected to. 

 

How to Spot an Online Scam 

While the internet can be an amazing place to shop, learn new things, and connect with friends, it is also a haven for scam 

artists. Unfortunately, as soon as one scam is exposed another arrives to take its place. To spot an online scam, be vigilant 

about evaluating any offers you see and don't be too trusting of people you interact with online. Take steps to keep your 

private information secure and protect yourself and you can avoid being the next person to 

fall victim. 

 Ask yourself if the offer seems too good to be true. 

 Research the background of the company or website. 

 Search for the company's real website yourself. 

 Take time to decide on online transitions. 

 Try to avoid sharing person information with  people or businesses you don’t know. 

 Contact friends  directly about suspicious messages or posts. 

 Be cautious about people you only know online. 

https://www.internetmatters.org/resources/screen-time-tips-to-support-7-11-year-olds/
https://www.internetmatters.org/resources/screen-time-tips-to-support-11-14-year-olds/
https://www.internetmatters.org/resources/screen-time-tips-to-support-teens/
https://www.internetmatters.org/resources/online-gaming-advice/the-basics/
https://www.internetmatters.org/resources/online-gaming-advice/online-gaming-the-risks/
https://www.internetmatters.org/resources/online-gaming-advice/online-gaming-the-benefits/
https://www.internetmatters.org/resources/online-gaming-advice/online-gaming-resources/
https://www.internetmatters.org/resources/game-safe-guide-to-help-young-people-game-safely-online/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/
https://www.wikihow.com/Spot-an-Online-Scam


 

 

 

Understanding Cyberbullying 

Cyber bullying is any form of bullying which takes place online or through smartphones and tablets. Social 

networking sites, messaging apps, gaming sites and chat rooms (such as Facebook, Xbox live, Instagram, YouTube, 

Snapchat) can be great fun and a positive experience. But what do you do when things go wrong? 

Cyber bullying is rife on the internet and most young people will experience it or see it at some time. In a recent 

national survey, 56% of young people said they had seen others be bullied online and 42% have felt unsafe online. 

Cyber bullying can happen 24 hours a day, 7 days a week and it can go viral very fast.  

BullyingUK website                                                             

Bullying in school 

Advice for young people 

Advice for Parents 

Young Peoples Guide 

 

Spotting signs of cyberbullying 
 Stopping using their electronic devices 

suddenly or unexpectedly 
 Seeming nervous or jumpy when using their 

devices, or becoming obsessive about being 
constantly online 

 Any changes in behaviour such as becoming 
sad, withdrawn, angry, or lashing out 

 Reluctance to go to school or take part in usual 
social activities 

 Unexplained physical symptoms such as 
headaches, stomach upsets 

 Avoiding discussions about what they’re doing 
online or who they’re talking to 

Useful Numbers and Websites 

BullyingUK—0808 800 2222 website 

Childline—0800 1111 website 

Police— 101  website 

UK safer internet safety— website 

NSPCC—0808 800 500 website 

Talking to your 6-10 year old 

Talking to your 11-13 year old 

Talking to your 14+ 

Talking to Vulnerable children 

https://www.bullying.co.uk/cyberbullying/what-is-cyberbullying/
https://www.bullying.co.uk/bullying-at-school/
https://www.bullying.co.uk/advice-for-young-people/
https://www.bullying.co.uk/advice-for-parents/
https://app.pelorous.com/media_manager/public/209/WestMercia/Cyberbullying%20advice%20sheet%20for%20young%20people%20WEST%20MERCIA_final.pdf
https://www.bullying.co.uk/
https://www.childline.org.uk/
https://www.westmercia.police.uk/advice
https://www.saferinternet.org.uk/our-helplines
https://www.nspcc.org.uk/
https://www.internetmatters.org/wp-content/uploads/2019/10/Internet-Matters-Guide-Cyberbullying-conversation-starters-6-10-years-v2.pdf
https://www.internetmatters.org/wp-content/uploads/2019/10/Internet-Matters-Guide-Cyberbullying-conversation-starters-11-13-years-v2.pdf
https://www.internetmatters.org/wp-content/uploads/2019/11/Internet-Matters-Guide-CyberBullyingConversationStarters-14plus_v3.pdf
https://www.internetmatters.org/wp-content/uploads/2019/11/CyberBullyingConversationStarters-VulnerableChildren-V3_GBTC.pdf

